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1
Introduction

For Release 15, the enhancements for the MCPTT feature were contained in two work items: enhMCPTT for stage 2 and enhMCPTT-CT for stage 3. Those features that have been completed are described in the following clause.

2
Description
Enhancements to the MCPTT service impact the following areas of the architecture and protocols: call control and media handling, configuration, and security. 
The following features have been introduced:

A)
Remotely initiated MCPTT call request:  This feature gives the ability for an authorized MCPTT user to target another MCPTT user’s client and have the target client initiate an MCPTT call. The target MCPTT client can be instructed to initiate a private call (to a single MCPTT user), or the target MCPTT client can be instructed to initiate a group call (to a set of MCPTT users). For the remotely initiated private call, the existing private call authorizations for the target MCPTT client are used. For remotely initiated group call, the existing group call authorizations for the target MCPTT client (including affiliation) are used.
B)
Location of current talker:  This feature allows the initiator of a group call transmission to share his current location with every transmission. Based on privacy settings, the talker’s location is delivered to the other affiliated members of the group during the group call.
C)
Entering or exiting an emergency alert area:  This feature allows an authorized MCPTT user to define a geographical area for the purposes of causing the target MCPTT client to send an emergency alert when within this geographic area. Upon leaving the geographic area the target MCPTT client sends an emergency alert cancel. The MCPTT system keeps track of the MCPTT user’s location and sends an indication to the target MCPTT client upon entering or exiting the emergency alert area.

D)
Geographical affiliation and de-affiliation:  This feature allows an authorized MCPTT user to define a geographical area for the purposes of causing the target MCPTT client to affiliate to a group when within this geographic area. Upon leaving the geographic area the target MCPTT client is sent an indication to de-affiliate. The MCPTT system keeps track of the target MCPTT user’s location and sends an indication to the MCPTT client upon entering or exiting the geographic area. 

E)
Application group paging:  This feature enables the MCPTT system to send an application level message to the MCPTT clients affiliated to a group over an MBMS application level signaling channel.
F)
Subscription to group dynamic data:  This feature enables the MCPTT system to allow an authorized MCPTT user to subscribe to a set of dynamic data that is associated with the group. This allows the MCPTT client to get real time updates of changes to any of the elements of this dynamic data set. These include affiliation status of individual members of the group, and group call status (whether a call is ongoing or not). The subscription data can be sent via unicast or multicast.
The architecture, protocol, and security aspects related to these enhancements are described in the following specifications:

1. The MCPTT service architecture (including information flows, procedures, and configuration) is specified in 3GPP TS 23.379 and 3GPP TS 23.280;

2. The security aspects of the MCPTT service are specified in 3GPP TS 33.180;
3. The protocol aspects of the MCPTT service for call control and media plane are specified in 3GPP TS 24.379 and 3GPP TS 24.380 respectively;
4. The protocol aspects of the MCPTT service for group configuration, identity management, and general configuration are specified in 3GPP TS 24.481, 3GPP TS 24.482, 3GPP TS 24.483, and 3GPP TS 24.484 respectively;
5. The protocol aspects of the MCPTT service for codecs and media handling are specified in 3GPP TS 26.179;

6. The protocol aspects of the MCPTT service for policy and charging control are specified in 3GPP TS 29.213 and 3GPP TS 29.214;

7. The protocol aspects of the MCPTT service for data management related to MC service user profile are specified in 3GPP TS 29.283;

8. The stage 2 aspects of the Proximity-based services (ProSe) enabler for the MCPTT service are specified in 3GPP TS 23.303; and
9. The stage 2 aspects of the Group Communication System Enabler (GCSE) for multicast communication as part of the MCPTT service are specified in 3GPP TS 23.468.
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